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	Содержание

	2 мин
	Приветствие участников
	Ведущий:
Добрый день, меня зовут Хабибуллин Тимур Вахтангович, я являюсь участником республиканского проекта «Кадровый Резерв». Сегодня вам предстоит поучаствовать в  кейсовом турнире под названием «Территория мира»!
Данное мероприятие проводится впервые в рамках реализацииподпрограммы «Профилактика терроризма и экстремизма в Республики Татарстан на 2017 – 2020 годы» и Республиканской молодежной программы «Мы – это мир!». И организатором турнира является Министерство по делам молодежи и спорту Республики Татарстан совместно с проектом «Кадровый Резерв»

	5 мин
	Вводное слово эксперта
(при присутствии)
	Сегодня в качестве эксперта на этом мероприятии присутствует ФИО ДОЛЖНОСТЬ.
ФИО, Вам слово.

	2 мин
	Объяснение правил игры
	Ведущий:
Перейдем к правилам игры:
1. Каждая команда получит задание в виде кейса, кейс – это наглядный пример того или иного случая, а нашем же случае – вариации проявления террористических действий, в конце которого вы найдете несколько вопросов. На ознакомление с кейсом и оформление решения вам дается 15 минут. После этого 5 участников из каждой команды, в течение 3 минут презентуют решение своего кейса.
Будут оцениваться не только правильность ваших ответов, но и слаженность командной работы, ораторское мастерство, наглядность и красочность презентации. 

	15 минут
	Решение кейса
	Раздача заданий каждой команде, решение кейса.

	15 минут
	Презентация решений
	Кто готов первый? Кто самый крутой? Друзья! А теперь для презентации решения кейса приглашается 1-ая команда.
5 участников из каждой команды презентуют решение кейса в течение 4 минут (+ 2 минуты на вопросы от членов жюри).

	6
 минут
	Подведение итогов
	Ведущий: 
Все молодцы, все команды справились на «отлично», все не только знают контртеррористические меры, но и сумели проявить себя с творческой стороны.
И в связи с этим мне бы хотелось рассказать вам про Республиканский Медиаконкурс «Мы – это мир!»
Хотите поделиться своим мнением по важным вопросам, попрактиковаться в создании качественного контента и одновременно заняться современным творчеством. Тогда медиаконкурс «Мы – это мир!» для вас!
В конкурсе есть различные номинации: 
- Любите писать? Номинация «Текстовые работы»: эссе сценарий, сказка; 
- Нравится создавать видеоролики? Номинация «Видеоработы»: ролик на сценарий, социальный ролик; 
- Любите фотографировать, умеете работать с графическими редакторами, знаете что такое инфографика, а может быть просто считаете себя лучшим в создании мемов? Номинация «Графические работы»: фотоработы, «инфографика», «мемы», «стикеры для Telegram»; 
Учитывая как вы справились сегодня, уверен, что вам по силам побороться за ценные и приятные призы. Осталось лишь выбрать тему и все в ваших руках. Все подробности можете узнать в группе в вк.

А для заключительного слова мы приглашаем ФИО(эксперта). 

Ведущий:
Спасибо всем за активное участие в турнире. Предлагаю сделать общую фотографию на память. 
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Кейс №1 «Терроризм в сети Интернет»
УК РФ, Статья 205. Террористический акт
1. Совершение взрыва, поджога или иных действий, устрашающих население и создающих опасность гибели человека, причинения значительного имущественного ущерба либо наступления иных тяжких последствий, в целях дестабилизации деятельности органов власти или международных организаций либо воздействия на принятие ими решений, а также угроза совершения указанных действий в тех же целях –
наказываются лишением свободы на срок от десяти до пятнадцати лет.
УК РФ, Статья 205.2. Публичные призывы к осуществлению террористической деятельности или публичное оправдание терроризма
1. Публичные призывы к осуществлению террористической деятельности или публичное оправдание терроризма -
наказываются штрафом в размере от ста тысяч до пятисот тысяч рублей либо в размере заработной платы или иного дохода осужденного за период до трех лет либо лишением свободы на срок от двух до пяти лет.
2. Те же деяния, совершенные с использованием средств массовой информации либо электронных или информационно-телекоммуникационных сетей, в том числе сети "Интернет", -
наказываются штрафом в размере от трехсот тысяч до одного миллиона рублей или в размере заработной платы или иного дохода осужденного за период от трех до пяти лет либо лишением свободы на срок от пяти до семи лет с лишением права занимать определенные должности или заниматься определенной деятельностью на срок до пяти лет.
Глобальная информационная сеть Интернет является наиболее значимым фактором развития информационного общества на современном этапе. По данным Международного союза электросвязи (ITU), число пользователей Интернета в мире в 2016 году составляет 46,1 % мирового населения. Наряду с правительствами, предприятиями, общественными объединениями и простыми гражданами, возможности Интернета активно осваивают и террористические организации. 
В использовании Интернета террористическими организациями можно выделить два главных направления:  обеспечивающее (пропаганда, планирование и координация, финансирование и др.) и кибертерроризм.
Рассмотрим характеристику основных направлений использования Интернета в деятельности террористических организаций.
Пропаганда, вербовка и подстрекательство
Основные цели террористических организаций состоят в максимально широком распространении своих идей среди населения, оказании психологического воздействия на целевые группы, вовлечении новых участников в деятельность террористических формирований. 
Обычно пропагандистские материалы имеют форму мультимедийных коммуникаций, содержащих идеологические или практические наставления, разъяснения, оправдания или рекламу террористической деятельности. К ним могут относиться виртуальные сообщения, презентации, журналы, теоретические работы, аудио- и видеофайлы, а также электронные игры.
Еще одним средством вовлечения сторонников (особенно несовершеннолетних) в  террористическую деятельность могут служить онлайновые компьютерные игры, предусматривающие выполнение «заданий» не только в виртуальном пространстве, но и в реальной жизни.
Подготовка (обучение) террористов
Интернет обеспечивает возможность широкого распространения учебно-методической литературы и мультимедийных обучающих материалов, касающихся тактики подготовки и совершениятерактов, самодельного изготовления оружия и взрывных устройств, сбора необходимой информации, обеспечения защиты используемых каналов коммуникации и т.п. 
Планирование и координация деятельности
Данное направление включает в себя несколько составляющих. Одной из них является использование Интернета для сбора информации из открытых источников о потенциальных объектах террористической атаки, возможных орудиях и средствах ее совершения. Может включать в себя применение популярных интернет-сервисов, в частности геоинформационных ресурсов (например, Google Earth) и социальных сетей (например, Facebook).
Другим аспектом является использование Интернета в качестве канала коммуникации между различными ячейками террористической организации или отдельными ее членами.
Финансирование
Террористические организации используют возможности Интернета для финансового обеспечения своей деятельности. Оно включает в себя несколько способов сбора средств:
а) сбор пожертвований — осуществляется путем прямых призывов о пожертвовании средств, размещаемых на веб-сайтах, в чатах, социальных сетях или распространяемых посредством массовых рассылок;
б) электронную торговлю — реализуется посредством организации интернет-магазинов, предлагающих информационные материалы (книги, аудио- и видеозаписи), символику и атрибутику и т.д.;
в) использование платежных систем в Интернете;
г) посредничество благотворительных организаций — включает создание фиктивных «благотворительных» организаций для сбора средств или внедрение в существующие организации дляоказания поддержки террористическим формированиям.
Кибератаки на информационные системы (кибертерроризм)
Данное направление включает прямое использование ресурсов Интернета в качестве средства совершения террористических атак против объектов инфраструктуры. Орудием кибератак выступает вредоносное программное обеспечение (компьютерные вирусы, «черви» и «троянские кони», «логические бомбы»).
В этих условиях важное значение приобретает задача выработки системы мер противодействия данным угрозам. Одним из важнейших направлений выступает информационное противодействие терроризму (далее — ИПТ). Ключевыми государственными органами в механизме ИПТ в сети Интернет являются МВД России и ФСБ России, а также Минкомсвязь России и подведомственный данному министерству Роскомнадзор. 
Вопросы:
1. Основные направления использования Интернета террористами. 
2. Способы противодействия информационному терроризму по каждому направлению.
3. Органы государственной власти и институты гражданского общества, участвующие в противодействии информационному  терроризму, их функции. 

Кейс №2 «С тревогой не шутят»
УК РФ, Статья 207. Заведомо ложное сообщение об акте терроризма
1. Заведомо ложное сообщение о готовящихся взрыве, поджоге или иных действиях, создающих опасность гибели людей, причинения значительного имущественного ущерба либо наступления иных общественно опасных последствий, -
наказывается штрафом в размере до двухсот тысяч рублей или в размере заработной платы или иного дохода осужденного за период до восемнадцати месяцев, либо обязательными работами на срок до четырехсот восьмидесяти часов, либо исправительными работами на срок от одного года до двух лет, либо ограничением свободы на срок до трех лет, либо принудительными работами на срок до трех лет, либо арестом на срок от трех до шести месяцев, либо лишением свободы на срок до трех лет.
2. То же деяние, повлекшее причинение крупного ущерба либо наступление иных тяжких последствий, -
наказывается штрафом в размере до одного миллиона рублей или в размере заработной платы или иного дохода осужденного за период от восемнадцати месяцев до трех лет либо лишением свободы на срок до пяти лет.
УК РФ, статья 205.6 «Несообщение о преступлении»
Несообщение в органы власти, уполномоченные рассматривать сообщения о преступлении, о лице (лицах), которое по достоверно известным сведениям готовит, совершает или совершило хотя бы одно из преступлений, предусмотренных статьями 205, 205.1, 205.2, 205.3, 205.4, 205.5, 206, 208, 211, 220, 221, 277, 278, 279, 360 и 361 настоящего Кодекса, -
наказывается штрафом в размере до ста тысяч рублей или в размере заработной платы или иного дохода осужденного за период до шести месяцев, либо принудительными работами на срок до одного года, либо лишением свободы на тот же срок.
В этом году в стране зафиксировано уже более тысячи ложных сообщений о терактах.
Как сообщил руководитель профильного подразделения ФСБ Сергей Книгин, за пять лет в стране было зарегистрировано 14 тысяч ложных сообщений с угрозами террористического характера. "Установлены и изобличены свыше пяти тысяч анонимов. Органами безопасности совместно с органами внутренних дел устанавливаются и изобличаются более 90 процентов лиц, причастных к ложным сообщениям об акте терроризма, к которым применяются меры как уголовного, так и профилактического характера", - отметил он.
К сожалению, число подобных шуток только растет. Как сообщил руководитель Информационного центра Национального антитеррористического комитета Андрей Пржездомский, в этом году уже зафиксировано около тысячи ложных звонков. "В стране сохраняется высокий уровень таких сообщений, - сказал он. - Только за прошлый год их зафиксировано 2976, пять лет назад их было чуть более полутора тысяч за год". 
Однако буквально на днях вступили в силу поправки в Уголовный кодекс, усиливающие наказание за подобного рода проделки. Если звонок причинил крупный ущерб - более миллиона рублей, шутнику грозит до пяти лет лишения свободы.
Вчера же эксперты подробно пояснили, как дорого обходятся подобные шалости. По их словам, эвакуация только одного вокзала после такого звонка без ущерба коммерческим компаниям составляет 400 тысяч рублей. Так что это получается минимум.
"Ущерб от таких действий громадный и иногда сопоставим с ущербом от настоящего теракта, - сказал Андрей Пржездомский. – Стоимостьодного звонка может доходить до 5 миллионов рублей". В качестве примера он привел сообщение об угрозе взрыва в крупном торговом центре Екатеринбурга в марте нынешнего года. Ущерб от каждого часа его простоя составлял 1,6 миллиона рублей, а общая сумма ущерба превысила 6,5 миллиона рублей. Так же при определении финансового ущерба учитывается стоимость работы задействованных для обследования помещений правоохранительных органов.
"Анонимный террорист должен знать, что его найдут и привлекут к ответственности. Даже подростки должны понимать, что эта "шалость" может больно ударить по их семье, когда родителям придется выплачивать очень большой штраф", - отметил представитель Национального антитеррористического комитета.
Представитель МВД России Василий Соколов напомнил, что уголовная ответственность по подобным делам наступает с 14 лет. При этом родители подростков и детей младше 14 лет рискуют стать ответчиками по гражданским искам со стороны пострадавших физических и юридических лиц. Поэтому надо с малых лет отучать чадо от глупых шуток.
Вопросы:
1. Причины поступлений ложных сведений о теракте.
2.  Ответственность лиц за ложные сообщения о теракте.
3. Меры профилактики для снижения числа ложных сообщений террористического характера. 



Кейс №3 «Кто,  почему и как становится террористом?»
УК РФ, Статья 205.3. Прохождение обучения в целях осуществления террористической деятельности
Прохождение лицом обучения, заведомо для обучающегося проводимого в целях осуществления террористической деятельности либо совершения одного из преступлений, предусмотренных статьями 205.1, 206, 208, 211, 277, 278, 279, 360 и 361 настоящего Кодекса, в том числе приобретение знаний, практических умений и навыков в ходе занятий по физической и психологической подготовке, при изучении способов совершения указанных преступлений, правил обращения с оружием, взрывными устройствами, взрывчатыми, отравляющими, а также иными веществами и предметами, представляющими опасность для окружающих, -
наказывается лишением свободы на срок от пятнадцати до двадцати лет с ограничением свободы на срок от одного года до двух лет или пожизненным лишением свободы.
Терроризм нуждается в постоянном пополнении и восстановлении своих рядов. Для организации убийств и взрывов они правдами и неправдами привлекают других людей. 
Сегодня уже хорошо известно, что не существует какого-либо набора личностных качеств, неизбежно ведущих человека в террористическую организацию. Скорее есть некоторая совокупность предрасполагающих личностных особенностей и социальных условий, сочетание которых может влиять на подбор человека для участия террористической деятельности. 
Каждый человек с детства мечтает стать известным, уважаемым и полезным людям. Большинство людей много и напряженно трудятся, чтобы достичь этой мечты. Своим трудом они приносят пользу обществу, государству, родным и близким и самим себе. Только труд делает человека по-настоящему известным и уважаемым в обществе. Но в любой стране всегда есть люди, которые не способны или не желают трудиться, даже для своего собственного благополучия. Они хотят решить свои проблемы легко и быстро, не затрачивая усилий. Таких людей можно причислить к первой группе риска вовлечения в террористическую деятельность. 
Вторую группу людей, предрасположенных к террористическим действиям, составляют те, кто легко поддается внушению. Такие люди, как правило, попадают под влияние террористической идеологии религиозной направленности. Они быстро впитывают ложную веру. 
Третью группу людей, способных быть втянутыми в террористическую деятельность, составляют лица, находящиеся в сложной жизненной ситуации. Это может быть связано с потерей работы или социального положения, утратой имущества, болезнью, конфликтом с родными и близкими и т.д. 
Четвертая группа людей, из которой могут выйти террористы – психически больные и больные-наркоманы. Психически больным может казаться, что они родились на свет для выполнения специальной миссии. Психически нездоровые люди легко могут направляться организаторами террористических актов на совершение преступления, не задумываясь о его последствиях.
Специалисты считают, что не существует какого-либо единого пути попадания в террористические группировки и привлечения к террористической деятельности. Каждый попадает туда своей дорогой. Однако отмечаются некоторые общие тенденции приобщения людей к терроризму.
	Террористами не становятся в одночасье, путем принятия сознательного решения. Становление террористом – это довольно продолжительный процесс формирования человека как преступника. Для этого используются самые различные методы: убеждение, внушение, зомбирование, подкуп, обман, шантаж, идеологическая обработка и т.п. В последнее время в интересах рекрутирования новых террористов широко используется Интернет, где созданы специальные порталы, пропагандирующие экстремистские взгляды, информирующие о способах создания средств совершения терактов и тактике их осуществления. 
Путь террориста часто начинается в кругу родных, близких и знакомых людей, мировоззрение которых делит мир на «своих» и «врагов», допускает достижение жизненных целей любымиспособами. Иногда человек с детства, под давлением окружающих, привыкает чувствовать себя во враждебном окружении, считать, что именно «другие» виноваты во всех его невзгодах и бедах, мечтать о том, чтобы избавиться от этих «других». Если эти «другие» достигают в жизни большего, это воспринимается как проявление высшей несправедливости. Отвергая окружающий мир, будущий террорист болезненно переживает то, что он не принадлежит этому миру, не принят в те или иные социальные группы.
 Так человек достигает первого уровня приобщения к терроризму и становится сочувствующим. На этом уровне он принимает террористические идеи, ценности, подражает террористам в одежде, копирует внешние проявления их стиля жизни. Постепенно общение с террористами становится все более тесным и доверительным. Кандидату рассказывают о «героях» и «подвигах» предшественников, поручают выполнять простейшие задания. Он, в свою очередь, ищет любой повод заявить о себе, участвует в различных акциях, в лозунгах которых есть слова «справедливость», «наши», «враги», «неверные» и т.п. В ходе таких акций он может сталкиваться с правоохранительными органами и приобретать опыт агрессивного, насильственного, криминального поведения. Противоправные поступки, совершаемые сначала как «приключения», могут становиться привычками преступного поведения, формировать устойчивое антиобщественное мировоззрение. Так достигается уровень ассоциированного члена террористической группы.
Во-вторых, вербовщики стремятся максимально упростить картину мира у кандидата в террористы. Вербовщики целенаправленно сужают и обедняют мир кандидата в террористы, делают его «черно-белым». В конце концов, в нем остаются лишь одна-две идеи (это может быть идея мести, личного бессмертия и т.п.) и такие спаренные понятия, как «мы - они», «несправедливость - теракт», «ненависть - месть», «дружба - терроризм». 
Вопросы:
1. Группы людей, наиболее подверженные вербовке террористами.
2. Способы вовлечения людей в террористические организации.
3. Профилактические мероприятия по снижению количества случаев экстремизма и терроризма в молодежной среде.


Кейс № 4 «Как вести себя при панике в толпе во время террористического акта»
УК РФ, Статья 212. Массовые беспорядки
1. Организация массовых беспорядков, сопровождавшихся насилием, погромами, поджогами, уничтожением имущества, применением оружия, взрывных устройств, взрывчатых, отравляющих либо иных веществ и предметов, представляющих опасность для окружающих, а также оказанием вооруженного сопротивления представителю власти, а равно подготовка лица для организации таких массовых беспорядков или участия в них -
наказываются лишением свободы на срок от восьми до пятнадцати лет.
1.1. Склонение, вербовка или иное вовлечение лица в совершение действий, предусмотренных частью первой настоящей статьи, -
наказываются штрафом в размере от трехсот тысяч до семисот тысяч рублей или в размере заработной платы или иного дохода осужденного за период от двух до четырех лет либо без такового, либо принудительными работами на срок от двух до пяти лет, либо лишением свободы на срок от пяти до десяти лет.
2. Участие в массовых беспорядках, предусмотренных частью первой настоящей статьи,- наказывается лишением свободы на срок от трех до восьми лет.
3. Призывы к массовым беспорядкам, предусмотренным частью первой настоящей статьи, или к участию в них, а равно призывы к насилию над гражданами -
наказываются ограничением свободы на срок до двух лет, либо принудительными работами на срок до двух лет, либо лишением свободы на тот же срок.
4. Прохождение лицом обучения, заведомо для обучающегося проводимого в целях организации массовых беспорядков либо участия в них, в том числе приобретение знаний, практических умений и навыков в ходе занятий по физической и психологической подготовке, при изучении способов организации массовых беспорядков, правил обращения с оружием, взрывными устройствами, взрывчатыми, отравляющими, а также иными веществами и предметами, представляющими опасность для окружающих, -
наказывается лишением свободы на срок от пяти до десяти лет со штрафом в размере до пятисот тысяч рублей либо в размере заработной платы или иного дохода осужденного за период до трех лет либо без такового.
Ряд исследователей считают, что толпа — это особый биологический организм. Он действует по своим законам и не всегда учитывает интересы отдельных составляющих, в том числе и их сохранность.
Очень часто толпа становится опаснее стихийного бедствия или аварии, которые её образовали. Однако она не ищет альтернативных решений и не видит последствий своего решения, иногда главных, как в типичном для пожаров случае: прыжке с обреченно большой высоты. Толпа может сформироваться во многих случаях, в том числе и при совершении террористических акций.
Остановить толпу могут категорические команды, горячее убеждение в отсутствии опасности и даже угроза расстрела паникёров, а также сильнейший эмоциональный тормоз или чудо. Именно к чудесам следует отнести случаи, когда сильному волевому человеку, пользующемуся доверием собравшихся, удавалось предотвратить драматическое развитие событий.
Многие специальные памятки решительно рекомендуют физическое подавление зачинщика паники. Потому что пресечь начинающийся психологический пожар неизмеримо проще, чем потом остановить пришедшую в движение толпу. Лидеру немедленно необходимо найти себе помощников, которые должны «рассекать толпу», иногда и буквально — взявшись за руки и скандируя.
Основная психологическая картина толпы выглядит так:
Снижение интеллектуального начала и повышение эмоционального.
Резкий рост внушаемости и снижение способности к индивидуальному мышлению.
Толпе требуется лидер или объект ненависти. Она с наслаждением будет подчиняться или громить. Толпа способна как на страшную жестокость, так и на самопожертвование, в том числе и по отношению к самому лидеру.
Толпа быстро выдыхается, добившись чего–то. Разделённые на группы люди быстро приходят в себя и меняют своё поведение и оценку происходящего.
В жизни уличной (особенно политико–социальной) толпы очень важны такие элементы, как первый камень в витрину и первая кровь. Эти ступени могут вывести толпу на принципиально другой уровень опасности, где коллективная безответственность превращает каждого члена толпы в преступника. Из такой толпы нужно немедленно уходить.

Как уцелеть в толпе? Лучшее правило — далеко её обойти!!! Если это невозможно, ни в коем случае не идти против толпы. Если толпа вас увлекла, старайтесь избежать и её центра, и края. Уклоняйтесь от всего неподвижного на пути, иначе вас могут просто раздавить. Не цепляйтесь ни за что руками, их могут сломать. Если есть возможность, застегнитесь. Высокие каблуки могут стоить вам жизни, как и развязанный шнурок. Выбросите сумку, зонтик и т.д.
Если у вас что–то упало (что угодно), ни в коем случае не пытайтесь поднять — жизнь дороже. В плотной толпе при правильном поведении вероятность упасть не так велика, как вероятность сдавливания. Поэтому защитите диафрагму сцепленными в замок руками, сложив их на груди. Толчки сзади нужно принимать на локти, диафрагму защищать напряжением рук.
Главная задача в толпе — не упасть. Но если вы всё же упали, то необходимо защитить голову руками и немедленно вставать. Это очень трудно, но может получиться, если вы примените такую технику: быстро подтянете к себе ноги, сгруппируетесь и рывком попробуете встать. С колен в плотной толпе подняться вряд ли удастся — вас будут постоянно сбивать. Поэтому одной ногой нужно упереться (полной подошвой) в землю и резко разогнуться, используя движение толпы. Но, тем не менее, встать очень сложно, всегда эффективнее предварительные меры защиты.
Это универсальное правило, кстати, полностью относится и к началу самой ситуации «толпа». На концерте, стадионе заранее прикиньте, как вы будете выходить (вовсе не обязательно тем же путём, что вошли). Старайтесь не оказаться у сцены, раздевалки и т.д. — в «центре событий». Избегайте стен (особенно стеклянных), перегородок, сетки. Трагедия на стадионе в Шеффилде (Англия) показала: большинство погибших было раздавлено толпой на заградительных стенках.
Если паника началась из–за террористического акта, не спешите своим движением усугублять беспорядок: не лишайте себя возможности оценить обстановку и принять правильное решение.
Вопросы:
1. Характерные черты поведения людей в толпе.
2. Правила поведения в толпе.
3. Как успокоиться и не поддаваться панике?


Кейс №5 «Противодействие наркотрафику»
УК РФ, Статья 205. Террористический акт
1. Совершение взрыва, поджога или иных действий, устрашающих население и создающих опасность гибели человека, причинения значительного имущественного ущерба либо наступления иных тяжких последствий, в целях дестабилизации деятельности органов власти или международных организаций либо воздействия на принятие ими решений, а также угроза совершения указанных действий в тех же целях –
наказываются лишением свободы на срок от десяти до пятнадцати лет.
УК РФ, Статья 205.1. Содействие террористической деятельности
1. Склонение, вербовка или иное вовлечение лица в совершение хотя бы одного из преступлений, предусмотренных статьями 205, 205.2, 205.3, 205.4, 205.5, 206, 208, 211, 220, 221, 277, 278, 279, 360 и 361 настоящего Кодекса, вооружение или подготовка лица в целях совершения хотя бы одного из указанных преступлений, а равно финансирование терроризма -
наказываются лишением свободы на срок от пяти до десяти лет со штрафом в размере до пятисот тысяч рублей либо в размере заработной платы или иного дохода осужденного за период до трех лет либо без такового.
3. Пособничество в совершении хотя бы одного из преступлений, предусмотренных статьей 205, частью третьей статьи 206, частью первой статьи 208 настоящего Кодекса, -
наказывается лишением свободы на срок от десяти до двадцати лет.
4. Организация совершения хотя бы одного из преступлений, предусмотренных статьями 205, 205.3, частями третьей и четвертой статьи 206, частью четвертой статьи 211 настоящего Кодекса, или руководство его совершением, а равно организация финансирования терроризма -
наказываются лишением свободы на срок от пятнадцати до двадцати лет с ограничением свободы на срок от одного года до двух лет или пожизненным лишением свободы.
Анализ показывает, что ключевым системообразующим фактором, который порождает и подпитывает террористическую активность на Северном Кавказе и вызывает эскалацию насилия и нестабильности, является трафик афганского героина через этот регион. Ежегодно через Иран, Турцию, акваторию Каспийского моря и Кавказский регион осуществляется транзит до 10 тонн афганских наркотиков для их последующей дистрибуции на территории Российской Федерации.
При этом существует тесная спайка между этническими преступными группировками и их диаспорами, организующими транзит и продвижение этого криминального товара в Российской Федерации, и террористическими формированиями, подпитывающимися за счет ценовой разницы героина по обеим сторонам Кавказского хребта: если в Турции и Иране стоимость одного килограмма афганского героина составляет около 5 тысяч долларов, то, например, в Ростовской области его средняя цена — около 20 тысяч долларов.
По оценкам Управления по наркотикам и преступности ООН, афганский героин ежегодно является причиной смерти более 100 тысяч человек, а с начала века он унес жизни почти полутора миллионов человек.
Масштабный транзит афганского героина является главным источником формирования евразийско-африканской дуги нестабильности, в частности, выступает в качестве возобновляемой финансовой базы функционирования ИГИЛ, извлекающего баснословные доходы за счет обеспечения половины всего объема поставляемого в Европу героина через дестабилизированные Ирак и Африку, порождает и подпитывает криминальную активность в регионах Северного Кавказа, Центральной Азии, Балкан и Ближнего Востока.
Центральная функция наркоторговли при этом очевидна. Наркотики формируют своего рода аналог золотовалютных резервов для квазигосударственных группировок, что неудивительно, учитывая равенство стоимости килограмма золота и того же кокаина или героина.
Ежегодные доходы от наркооборота, которые оцениваются в 500 миллиардов долларов в год, выступают как финансово-организационная база, порождающая целый ряд новых влиятельных субъектов, неизбежно вступающих в конкуренцию с государством и трансформирующих социально-политическую обстановку по своим лекалам.
Именно эти субъекты, опираясь на колоссальные финансовые возможности наркотранзита, вовлекают в свою деятельность и структурируют значительные людские ресурсы, идентифицирующие и идеологизирующие свою общность, используя различные социально-политические или религиозные платформы.
Подобные образования с неизбежностью способствуют ослаблению и распаду суверенных государств и выступают заказчиками терактов, пиратства, торговли оружием и людьми. Эта криминальная гиперактивность в совокупности формирует параллельную власть и нелегальную экономику, которая подчас превышает возможности национальных государств.
По сути, именно непрекращающийся транзит наркотиков стал сегодня в мире главным фактором подрыва локальной, региональной и глобальной безопасности. 
Именно поэтому первым ключевым вектором международной антинаркотической политики России должно стать сосредоточение усилий всех государств ООН на ликвидации планетарного центра наркопроизводства в Афганистане.
Это масштабная и комплексная задача. Ведь этот феномен существует не стихийно, как природное явление, а бережно и тщательно культивируется, охраняется и щедро спонсируется теневым банковским сектором.
Второй вектор должен быть направлен на продвижение программ комплексного альтернативного развития в целях форсированного укрепления суверенных национальных государств, что зафиксировано в соответствующих решениях Генеральной Ассамблеи ООН.
Альтернативное развитие должно опираться на современные формы индустриализации, требующие строительства трансконтинентальных интегративных инфраструктур, объединяющих транспорт, энергетику и телекоммуникации.
Вопросы:
1. Роль наркотрафика в развитии террористических организаций.
2. Основные направления международной антинаркотической политики.
3. Международные организации, занимающиеся противоборством  наркотрафику, их функции.




